Societies in today’s world are becoming more and more dependent on open networks such as Internet where commercial activities, business transactions and government services are realized. This has led to the fast development of new cyber threats and information security issues which are utilized by cyber criminals. Mistrust for telecommunications and computer network technologies have tremendous socio-economic impacts on global enterprises as well as individuals. Moreover, the occurrence of international frauds often requires the investigation of facts that occur across international borders. They are also often subject to different jurisdictions and legal systems. The increased complexity of the communication and networking infrastructure is making investigation of the crimes difficult. Clues of illegal digital activities are often buried in large volumes of data that is hard to inspect in order to detect crimes and collect evidence.

This poses new challenges for law enforcements and forces computer societies to utilize digital forensics to combat the growing number of cybercrimes. Forensic professionals need to be fully prepared in order to be able to provide effective evidence. To achieve these goals forensic techniques must keep pace with new technologies. That is why the field of digital forensics is becoming more and more important for law enforcement, information and network security.

This special issue presents some of the most relevant ongoing research in cyber-crime. Topics include, but are not limited to the following:

- Cyber-crime science
- Information and network security
- Network traffic analysis and modelling for cyber-crime science
- Watermarking and intellectual property theft
- Network attacks & anomalies detection and prevention
- Protocols, systems, computer and security
- Steganography/steganalysis and covert/subliminal channels
- Artificial Intelligence (AI) based or game theory techniques for cyber-crimes detection
- Security architectures
- Digital forensics
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